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ABSTRACT 

 
ARTICLE INFO 

Ecommerce security is one of the prime concern in the digital world. Due to the 

evolution of the technologies over these years, threats also evolved with it. Data threat is 

one of the greatest threat in the world. . E-commerce security has its own particular 

nuances and is one of the highest visible security components that affect the end user 

through their daily payment interaction with business. E-commerce security is the 

protection of e-commerce assets from unauthorized access, use, alteration, or 

destruction.  Dimensions of e-commerce security-Integrity, Non-repudiation, 

Authenticity, Confidentiality, Privacy, Availability. Still, its definition is a complex 

Endeavour due to the constant technological and business change and requires a 

coordinated match of algorithm and technical solutions. Sometimes a attacker attacks 

our system and changes the price of the product and then orders the same product at 

lower prices which sometimes undergo unnoticed by the administrator. In this paper we 

discussed with Overview of E-commerce security, Understand how an intruder or an 

outsider can hack the website and can affect the website and the business of the 

company. We will try to give a solution to this problem and prevent this type of threat. 

 

Keywords; Anomaly detection, virtualization, multi-tier web application, data leakage 

detection. 
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I. INTRODUCTION 

 

Database is a major component of each and 

every organization. But to store data in database is not 

sufficient for any organization, since they have to deal 

with all issues related to database, from which one of the 

main issue is database security. We deals with the basic 

approach that determines whether data stored in database 

is tampered or not. Any business cannot afford the risk of 

an unauthorized user observing or changing the data in 

their databases. Web services are widely used by people. 

Web services and applications have become popular and 

also their complexity has increased. Most of the task such 

as banking, social networking, and online shopping are 

done and directly depend on web. As we are using web 

services which is present everywhere for personal as well 

as corporate data they are being attacked easily. Attacker 

attacks backend server which provides the useful and 

valuable information thereby diverging front end attack. 

Data leakage is the big issue for industries & different 

institutes. It is very hard for any system administrator to 

find out the data leaker among the system users. It is 

creating a serious threat to organizations. It can destroy 

company’s brand and its reputation. 

 

Most of the IDS examine the attack individually 

on web server and database server. In order to protect 

multi-tiered web services an efficient system call 

Intrusion Detection System is needed to detect attacks by 

mapping web request and SQL query, there is direct 

causal relationship between request recived from the front 

end web server and those generated for the database 

backend. Dynamic web site allow persistent back end data 

modification through the HTTP requests to include the 

parameters that are variable and depend on the user input. 

Because of which the mapping between the web and the 
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database rang from one to many as  shown in the mapping 

model. 

 

The MD5 algorithm is a widely used hash 

function producing a 128-bit hash value. Although MD5 

was initially designed to be used as a cryptographic hash 

function, it has been found to suffer from extensive 

vulnerabilities. It can still be used as a checksum to 

verify data integrity, but only against unintentional 

corruption. 

MD5 was designed by Ronald Rivest in 1991 to 

replace an earlier hash function MD4. The abbreviation 

"MD" stands for "Message Digest." 

SQL injection is a code injection technique, used 

to attack data-driven applications, in which 

nefarious SQL statements are inserted into an entry field 

for execution (e.g. to dump the database contents to the 

attacker). SQL injection must exploit a security 

vulnerability in an application's software, for example, 

when user input is either incorrectly filtered for string 

literal escape characters embedded in SQL statements or 

user input is not strongly typed and unexpectedly 

executed. SQL injection is mostly known as an 

attack vector for websites but can be used to attack any 

type of SQL database. 

SQL injection attacks allow attackers to spoof identity, 

tamper with existing data, cause repudiation issues such 

as voiding transactions or changing balances, allow the 

complete disclosure of all data on the system, destroy the 

data or make it otherwise unavailable, and become 

administrators of the database server. 

Cross-site scripting (XSS) is a type of computer 

security vulnerability typically found in web applications. 

XSS enables attackers to inject client-side scripts into web 

pages viewed by other users. A cross-site scripting 

vulnerability may be used by attackers to bypass access 

controls such as the same-origin policy. Cross-site 

scripting carried out on websites accounted for roughly 

84% of all security vulnerabilities documented 

by Symantec as of 2007.
 
 Their effect may range from a 

petty nuisance to a significant security risk, depending on 

the sensitivity of the data handled by the vulnerable site 

and the nature of any security mitigation implemented by 

the site's owner. 

To create a system for intrusion detection on 

static and dynamic web pages (creating session ID’s for 

each user containing the web front end[HTTP] and back 

end[SQL server]) also make it able to prevent those 

intrusions from attacking the web pages and it should be 

able to find out the perpetrator. 

 

II. LITERATURE SURVEY 

 

[1]X. Chen, J. Li, X. Huang, J. Ma, and W.  Lou,New 

Publicly Verifiable Databases with Efficient Updates, 

IEEE Transactions on Dependable and Secure Computing, 

In  press, 2015. 

Description:  In this paper, he point out Catalano-Fiore's 

VDB framework from vector willpower is prone to the 

so-referred to as forward automated update (FAU) attack. 

Provides powerful mechanism to particular styles of 

attacks. Proposed system create informal mapping profile 

with the useful resource of taking each internet server and 

DB traffic into attention. 

 We count on both net and database server are susceptible. 

The attackers can bypass the net server to right away 

attack the internet server. 

            

[2] X. Chen, J. Li, and W. Susilo, Efficient Fair 

Conditional Payments for  Outsourcing Computations, 

IEEE Transactions on Information Forensics and  

Security, 7(6), pp.1687-1694, 2012. 

Description:  In this paper  endorse a new fair conditional 

rate scheme for outsourcing computation that is most 

effective based on traditional digital cash structures. 

The proposed  machine is primarily based on traditional 

electronic cash syatem.  The proposed system solves 

hassle between outsourcer and the employee.  

Not secrete sharing scheme for generation the payment 

token. To generate the sincere charge token correctly is 

tough for truthful fee outsourcing computation scheme.   

 

[3] V. Vu, S. Setty, A.J. Blumberg, and M. Walfish,A 

hybrid architecture  for  interactive verifiable computation, 

IEEE Symposium on Security  and Privacy (SP), pp.223-

237, IEEE, 2013. 

Description:  Experimental effects imply that this device 

performs better and  applies more broadly than the first-

rate inside the literature.  

Proposed tool extends optimized refinements of the non 

cryptographic Protocols to awful lot broader class 

computations. Uses static analysis to fail over the 

cryptographic ones while non-cryptographic Ones greater 

expensive. 

Client outsourcing computation to greater powerful 

however potentially unreliable device is difficult. 

          

[4] K.Kavitha, S.V.Anandhi, Intrusion Detection Using 

Double Guard In MultiTier  Architecture, 2014. 

Description:  For every purchaser a “Web Server Virtual 

Machine” is created and is related to an independent box 

ID and sooner or later it complements the safety. The idea 

of holde and the purchaser behavior sample gives a 

technique of tracking the  data waft from the net server to 

the database server for every consultation. 

Proposed tool provides safety at net server and database 

server. Proposes an efficient intrusion detection and 

prevention device, called double guard tool, that is used to 

hit upon attacks in multitier internet applications. 

  

Anomaly-based totally IDSs normally flag many fake 

alarms (FA) simply because     person and network 

conduct aren't generally acknowledged ahead. Anomaly-



www.ierjournal.org            International Engineering Research Journal (IERJ), Volume 2 Issue 12 Page 4792-4795, 2018 ISSN 2395-1621 

 

 
© 2017, IERJ All Rights Reserved  Page 3 

 

based method calls for a massive set of training statistics 

that encompass device event go browsing the manner to 

assemble ordinary behaviour profile. 

 

[5] Ekta Naik , Ramesh Kagalkar, Double Guard: 

Detecting nd Preventing Intrusions In Multi-tier Web 

Applications ,2014. 

Description:  This paper offers  Double Guard, an IDS 

system that fashions the community behaviour of user 

durations throughout every the front-forestall net server 

and the again-prevent database. 

 Proposed gadget affords notable servers to awesome 

clients. ADG i.e Advanced Double Guard via retaining 

aside the internet server from every different, ADG 

ensures that any damage to her server will best effect to 

fine that person. 

Attacks are network borne and come from internet 

patron .Attacker can skip the net server to direcltly attack 

the database server. 

  

III. EXISTING SYSTEM 

 

Many Systems are providing one way security for the web 

applications Protecting a web application in terms of 

interface and at database end with proper recovering 

options is best part of the system, The proposed system 

designs idea in breakdown model to evaluate security of 

the web applications along with its database in every step. 

 

IV. RELATED WORK 

 

It is possible to initialize thousands of containers on a 

single physical machine, and these virtualized containers 

can be discarded, reverted, or quickly reinitialized to 

serve new sessions. In the classic three-tier model 

database side, it is unable to tell which transaction 

corresponds to which client request. The communication 

between the web server and the database server is not 

separated, and we can hardly understand the relationships 

among them. 

 

Fig 1. Relationship between client and server 

 

 

V. PROPOSED SYSTEM 

 

 
Fig 2. System architecture 

 

Many Systems are providing one way security for the web 

applications protecting a web application in terms of 

interface and at database end with proper recovering 

options is best part of the system The proposed system 

designs idea in breakdown model to evaluate security of 

the web applications along with its database in every step. 

 

Module Explanation: 

 

User Module:  

User can authorize login access.  He can update all  

personal  information.  He also can give authority to 

generated secure encryption process. 

 

Sales Department: 

Sales department work as a hacker. Here hacker change 

the database value of any product without authentication.  

 

Admin Module: 

Admin is the authorized person, he check all the user 

activity records as well as profile. He also watch the 

tempering on changing the values from data base. 

 

Advantages: 

1. The proposed system provides authencation. 

2. It also prevents hacking. 

4. The system prevents identity theft. 

 

Summary: First of all normally database engines are 

started and tampering detection is initialized as soon as 

attack is performed a pop up value is generated at the 

admin’s panel and the data value is restored successfully. 

Following screenshots will help to understand it better.  
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VI. RESULT 

In this paper, we present DoubleGuard, an IDS system 

that models the network behavior of user sessions across 

both the front-end web server and the back-end database. 

By monitoring both web and subsequent database 

requests, we are able to ferret out attacks that an 

independent IDS would not be able to identify. 

Furthermore, we quantify the limitations of any multitier 

IDS in terms of training sessions and functionality 

coverage. We implemented DoubleGuard using an 

Apache web server with MySQL and lightweight 

virtualization. Finally, using DoubleGuard, we were able 

to expose a wide range of attacks with 100 %accuracy 

while maintaining 0 % false positives for static web 

services and 0.6 %false positives for dynamic web 

services. 

 

 
Fig 3. Temper detetion and log details. 

 

VII. CONCLUSION 

 

Finally we conclude proposed efficient IDS system that 

models the network behavior in multi-tiered web 

application and builds casual mapping model for 

identifying various types of attacks and minimize the false 

positives in both static and dynamic web application. This 

is useful in web application such as daily tasks such as 

banking, travel, and social networks. We presented an 

intrusion detection system that builds models of normal 

behavior for multitier web applications from both front-

end web requests and back-end database queries. Double 

guard detects the intruder into multitier web application. 

Both web server and database server are vulnerable attack. 

We implement a future work of minimize a false positive. 

 

REFERENCE 

 

[1]X. Chen, J. Li, X. Huang, J. Ma, and W. Lou,New 

Publicly Verifiable Databases with Efficient Updates, 

IEEE Transactions on Dependable and Secure Computing, 

In press, 2015. 

[2] X. Chen, J. Li, and W. Susilo, Efficient Fair 

Conditional Payments for Outsourcing Computations, 

IEEE Transactions on Information Forensics and Security, 

7(6), pp.1687-1694, 2012. 

 

[3] V. Vu, S. Setty, A.J. Blumberg, and M. Walfish,A 

hybrid architecturefor interactive verifiable computation, 

IEEE Symposium on Securityand Privacy (SP), pp.223-

237, IEEE, 2013. 

 

[4] K.Kavitha, S.V.Anandhi, Intrusion Detection Using 

Double Guard In MultiTier Architecture, 2014. 

 

[5] Ekta Naik , Ramesh Kagalkar , Double Guard: 

Detecting and Preventing Intrusions In Multi-tier Web 

Applications ,2014. 

 

[6] Y. Hu and B. Panda, “A Data Mining Approach for 

Database Intrusion Detection,” Proc. ACM Symp. 

Applied Computing (SAC), H. Haddad, A. Omicini, R.L. 

Wainwright, and L.M. Liebrock, eds., 2004.  

 

[7] Y. Huang, A. Stavrou, A.K. Ghosh, and S. Jajodia, 

“Efficiently Tracking Application Interactions Using 

Lightweight Virtualization,” Proc. First ACM Workshop 

Virtual Machine Security, 2008.  

 

[8] H.-A. Kim and B. Karp, “Autograph: Toward 

Automated Distributed Worm Signature Detection,” Proc. 

USENIX Security Symp., 2004.  

 

[9] C. Kruegel and G. Vigna, “Anomaly Detection of 

Web-Based Attacks,” Proc. 10th ACM Conf. Computer 

and Comm. Security (CCS ’03), Oct. 2003.  

 

[10] S.Y. Lee, W.L. Low, and P.Y. Wong, “Learning 

Fingerprints for a Database Intrusion Detection System,” 

ESORICS: Proc. European Symp. Research in Computer 

Security, 2002 


